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Discussion
At SA2#111 the solution#1 was agreed as described in TR 23.749 v0.2.0. The step 5 as shown and described needs to be modified to show the messages and information exchanged more in detail. The simplified picture of the current report could be considered wrong. 
The proposed approach to retrieve location information via Rx from packet core will work. But the detailed flow and description should be adapted according to current 3GPP standard for Rx-Interface as proposed below:
With receipt of a REGISTER from the UE the P-CSCF sends AAR to PCRF including: 
•	Specific-Action AVP := “ACCESS_NETWORK_INFO_REPORT” (12)
•	Required-Access-Info AVP := USER_LOCATION (0)
PCRF will answer towards P-CSCF with AAA including:
•	IP-CAN-Type AVP
•	RAT-Type AVP
The P-CSCF shall postpone forwarding of the REGISTER received from the UE until RAR has been received from PCRF (s. below) resp. until a timeout occurs.
Due to the Specific-Action AVP := “ACCESS_NETWORK_INFO_REPORT” (12) and Required-Access-Info AVP := USER_LOCATION (0) in the AAR the PCRF will provide a one-time information within a succeeding RAR which might include a subset of the AVPs listed below:
•	3GPP-User-Location-Info AVP (if available),
•	3GPP-SGSN-MCC-MNC AVP (if available),
•	TWAN-Identifier AVP (if available)
•	User-Location-Info-Time AVP (if available).

Proposal
It is proposed to modify the description for solution #1 in TR 23.749 as follows::

***************** Start of changes **********************
[bookmark: _Toc433903912][bookmark: _Toc433905203][bookmark: _Toc307774050]6.1.1	Description
This is a solution for:
-	Key Issue 3 - Determination of the ID of the visited PLMN at IMS Entities in HPLMN and
-	Key Issue 2 - Handling of non UE detectable Emergency Session, 
A non UE detectable emergency number in the VPLMN can be considered as Geo-Local Number and therefore, the HPLMN has to perform number translation taking both UE location and dialled non UE detectable emergency number into account at the HPLMN.
With respect to key issue 3, the HPLMN obtains a UE location on the granularity of the VPLMN ID by querying the PCRF at the time of the SIP registration. A mechanism is already defined in 3GPP TS 24.229 [9] sub-clause 4.7.5.
With respect to key issue 2, the P-CSCF can query a database for locally used emergency call numbers. The handling of non UE detectable emergency calls are based on the local regulations, e.g. the P-CSCF can reject with a 380 response, or provide an indication to use CS in the VPLMN or provide a local P-CSCF address to try an unauthorized unauthenticated IMS emergency session.
The following figure shows the corresponding call flow for this functionality:
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Figure 6.1.1-1: IMS Registration and Location Retrieval
1. The UE attaches to the VPLMN and establishes bearer(s) to the PGW in the HPLMN.
2. The UE sends a SIPREGISTER to the P-CSCF. 
3. The P-CSCF sends an AAR with a one time network information request to the PCRF including sufficient information to construct suitable PCC rule to enable the PCRF to initiate the location retrieval or to bind to an existing Gx session. 
4. The PCRF queries the PGW and retrieves access location information, if this information is not already available at the PCRFupdates the IP-CAN session and requests an ACCESS_NETWORK_INFO_REPORT. 
5. The PCRF provides an AAA with the access location information  to the P-CSCF.
6. The PCRF receives an event from the PGW/PCEF that can be mapped into the “ACCESS_NETWORK_INFO_REPORT”
7. The PCRF provides a RAR to the P-CSCF with the ECGI or VPLMN ID depending on the availability of the information in the PCRF. I.e ECGI is always provided unless the access network does not provide it to the PCEF; in that case the VPLMN ID is provided instead to the PCRF and then to the P-CSCF.

68. The P-CSCF may query a database for local emergency numbers and may store them for later comparison with incoming requests from this PLMN using short codes. 
NOTE: The database query is implementation dependent. 
9. The PCRF acknowledges the RAR with a RAA.
710. The P-CSCF includes the VPLMN ID in the P-Visited-Info header and forwards the REGISTER to the S-CSCF.

The following figure shows the detection in the P-CSCF of a non UE detectable emergency call. 
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Figure 6.1.1-2: Detection of non UE detectable emergency call
1. The UE registers to IMS according to Figure 6.1.1-1.
2. The UE sends a SIP INVITE with a non UE detectable emergency nr of the VPLMN. 
3. The P-CSCF compares the Request URI with the  local emergency numbers for this PLMN and detects the emergency call . The P-CSCF may continue either with step 4a or 4b.
4a. The P-CSCF forwards the INVITE to the S-CSCF.
4b. The P-CSCF rejects the request by sending an error message to the UE and pointing to different actions, e.g. try emergency call in CS, provide a local P-CSCF address for unauthorized emergency call in VPLMN (emergency attach must be supported by VPLMN).






3GPP
SA WG2 TD

